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Masyarakat tidak perlu panik
jika komputer mereka terinfeksi
ransomeware Petya. Sebaiknya
matikan komputer dan lakukan
backup data. Jangan sampai
membayar tebusan karena
tidak ada jaminan bahwa
decryptor akan dikirimkan.
Ransomeware Petya biasanya
masuk melalui email atau
website yang memiliki fitur
download. Biasanya berkedok
pengumuman atau lowongan
pekerjaan. Setelah terinstal,
virus akan melakukan enkripsi
di hardisk dan meminta tebusan
sebesar USD 300.

File yang dienkripsi adalah Master Boot Record, namun tidak semua file terenkripsi. Jika teks
masih dapat terbaca, berarti file tersebut tidak terenkripsi. Decryptor juga tidak bekerja karena
kesalahan desain dalam virus tersebut.
Ransomeware Petya dapat menyebar melalui jaringan dan menginfeksi komputer yang memiliki
port terbuka. Jika membutuhkan informasi lebih lanjut, masyarakat dapat menghubungi contact
support ID-SIRTII atau kantor Menara Ravindo.
Bagi masyarakat yang terkena dampak ransomeware Petya, tetap tenang dan jangan panik.
Pastikan untuk segera melakukan backup data dan berkonsultasi dengan ahli keamanan siber
untuk mendapatkan bantuan.
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